Приложение № 2

к протоколу заседания

Совета Директоров

АО «Томская генерация»

от 15.12.2020 № 135

**Политика**

**АО «Томская генерация» в отношении обработки персональных данных**

**ПТ-061-1**

| Ответственный за применение ВНД | Начальник управления по работе с персоналом |
| --- | --- |
| Владелец документа | Руководитель блока управления персоналом и организационного развития;  Лицо, ответственное за организацию обработки персональных данных в ПАО «Интер РАО» |

**Содержание**

[1. Информация о документе 3](#_Toc54613175)

[2. Общие положения 3](#_Toc54613176)

[3. Основные термины и определения 3](#_Toc54613177)

[4. Нормативные ссылки 5](#_Toc54613178)

[5. Принципы и цели обработки персональных данных 6](#_Toc54613179)

[6. Перечень Субъектов персональных данных 7](#_Toc54613180)

[7. Перечень действий, совершаемых с персональными данными, и способы их обработки 7](#_Toc54613181)

[8. Условия обработки персональных данных в Обществе 7](#_Toc54613182)

[9. Права Субъекта персональных данных 9](#_Toc54613183)

[10. Меры, принимаемые Обществом для обеспечения выполнения обязанностей при обработке персональных данных 10](#_Toc54613184)

[11. Контроль версий документа 11](#_Toc54613185)

1. Информация о документе

|  |  |
| --- | --- |
| **Краткое описание документа** | Настоящая политика разработана в соответствие с требованиями и во исполнение законодательства Российской Федерации о персональных данных |
| **Корпоративный стандарт** | Да |
| **Ограничение доступа** | Нет |

1. Общие положения
   1. Настоящая политика является основополагающим документом, регулирующим деятельность Акционерного общества «Томская генерация» (далее – АО «Томская генерация», Общество) в области обработки персональных данных.
   2. Политика АО «Томская генерация» в отношении обработки персональных данных (далее – Политика) определяет принципы, цели, условия и способы обработки персональных данных, перечни субъектов персональных данных, права субъектов персональных данных, а также требования к защите персональных данных.
   3. Настоящая Политика обязательна для исполнения всеми работниками Общества, участвующими в процессе обработки персональных данных.
   4. Политика распространяется на любую обработку персональных данных в Общества, организованную как до, так и после ввода в действие настоящей Политики.
   5. Внутренние документы Общества, регламентирующие обработку персональных данных, должны разрабатываться с учетом положений настоящей Политики и не противоречить им.
2. Основные термины и определения

|  |  |  |
| --- | --- | --- |
| Наименование термина | Сокращение | Определение термина (расшифровка сокращения) |
| Действующие определения: | | |
| Автоматизированная обработка персональных данных |  | Обработка персональных данных с помощью средств вычислительной техники |
| Блокирование персональных данных |  | Временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных) |
| Доступ к персональным данным |  | Возможность получения персональных данных и их использования |
| Информационная система персональных данных |  | Совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств |
| Информация |  | Сведения (сообщения, данные) независимо от формы их представления |
| Конфиденциальность персональных данных |  | Обязательное для выполнения Оператором и иными лицами, получившими доступ к персональным данным, требование не раскрывать третьим лицам и не распространять персональные данные без согласия Субъекта персональных данных, если иное не предусмотрено федеральным законом |
| Несанкционированный доступ к информации |  | Доступ к информации, нарушающий правила разграничения доступа с использованием штатных средств, предоставляемых средствами вычислительной техники или автоматизированными системами |
| Обезличивание персональных данных |  | Действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному Субъекту персональных данных |
| Обработка персональных данных |  | Любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных |
| Оператор |  | Государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными |
| Персональные данные |  | Любая информация, относящаяся к прямо или косвенно определённому или определяемому физическому лицу (субъекту персональных данных) |
| Предоставление персональных данных |  | Действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц |
| Распространение персональных данных |  | Действия, направленные на раскрытие персональных данных неопределенному кругу лиц |
| Субъект персональных данных |  | Физическое лицо, данные в отношении которого (прямо или косвенно) позволяют его определить |
| Уничтожение персональных данных |  | Действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных |
| Вводимые определения: | | |
| Неавтоматизированная обработка персональных данных |  | Обработка персональных данных (получение, использование, уточнение, распространение, уничтожение) в информационных системах при непосредственном участии человека или без использования средств автоматизации |
| Трансграничная передача персональных данных |  | Передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу |
| Уровень защищенности персональных данных |  | Комплексный показатель, который характеризует выполнение требований, нейтрализующих угрозы безопасности информационных систем персональных данных |

1. Нормативные ссылки[[1]](#footnote-1)
   1. Настоящая политика разработана в соответствии с требованиями законодательства Российской Федерации (РФ) в области защиты персональных данных, основанного на Конституции Российской Федерации и состоящего из:

* Федеральный закон РФ от 27.07.2006 № 152-ФЗ «О персональных данных» (далее – Федеральный закон № 152);
* Федеральный закон РФ от 30.12.2001 № 197-ФЗ «Трудовой кодекс Российской Федерации»;
* Постановление Правительства РФ от 01.11.2012 № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных» (далее – Постановление Правительства № 1119);
* Постановление Правительства РФ от 15.09.2008 № 687 «Об утверждении положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации»;
* Приказ ФСТЭК России от 18.02.2013 № 21 «Об утверждении Состава и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных»;
* иные нормативные правовые акты РФ и нормативные документы уполномоченных органов государственной власти.

1. Принципы и цели обработки персональных данных
   1. Общество осуществляет обработку персональных данных на основе следующих принципов:

* законности и справедливости целей и способов обработки персональных данных;
* соответствия целей обработки персональных данных законным целям, заранее определенным и заявленным при сборе персональных данных, а также полномочиям Общества;
* соответствия объема и содержания обрабатываемых персональных данных целям обработки персональных данных;
* точности персональных данных, их достаточности и актуальности по отношению к целям обработки;
* недопустимости обработки персональных данных, избыточных по отношению к целям, заявленным при сборе персональных данных;
* недопустимости объединения баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой;
* хранения персональных данных в форме, позволяющей определить Субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, или устанавливающий срок хранения федеральный закон, договор, стороной которого либо выгодоприобретателем или поручителем по которому является Субъект персональных данных;
* уничтожения персональных данных по достижении целей их обработки, в случае утраты необходимости в достижении целей обработки или по окончании срока хранения персональных данных, установленного федеральным законом, договором, стороной которого либо выгодоприобретателем или поручителем по которому является Субъект персональных данных.
  1. Общество осуществляет сбор и дальнейшую обработку персональных данных в следующих целях:
* обеспечения соблюдения Конституции РФ, законодательных и иных нормативных правовых актов РФ, внутренних нормативных документов Общества;
* осуществления функций, полномочий и обязанностей, возложенных законодательством РФ на Общество, в том числе по предоставлению персональных данных в государственные органы;
* регулирования трудовых отношений с работниками Общества (содействие в трудоустройстве, обучение и продвижение по службе, обеспечение личной безопасности, контроль количества и качества выполняемой работы, обеспечение сохранности имущества);
* предоставления работникам и членам их семей дополнительных гарантий и компенсаций;
* принятия решения о заключении договоров, заключения, исполнения и прекращения договоров с контрагентами, клиентами;
* обеспечения пропускного и внутриобъектового режимов Общества;
* формирования справочных материалов для внутреннего информационного обеспечения деятельности.

1. Перечень Субъектов персональных данных
   1. Обществом производится обработка персональных данных следующих категорий Субъектов персональных данных:

* работники Общества, в том числе бывшие, и их родственники;
* кандидаты и соискатели на замещение вакантных должностей;
* акционеры Общества;
* аффилированные лица Общества (члены Совета директоров, Комитета по стратегии и инвестициям Совета директоров Общества, Правления);
* представители контрагентов;
* пользователи сайтов в сети Интернет, принадлежащих Обществу;
* посетители офисов Общества;
* физические лица, с которыми Общество состоит в договорных отношениях в соответствии с Гражданским кодексом РФ;
* иные физические лица, выразившие согласие на обработку персональных данных или обработка персональных данных которых необходима в рамках функций, полномочий и обязанностей Общества, предусмотренных законодательством РФ.
  1. Перечень персональных данных, обрабатываемых Обществом, определяется в соответствии с законодательством РФ о персональных данных и конкретизируется во внутренних нормативных документах в соответствии с целями обработки персональных данных.
  2. Общество не осуществляет Обработку персональных данных, касающихся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений и интимной жизни.
  3. Общество осуществляет обработку персональных данных о состоянии здоровья как работников, так и лиц, не являющихся работниками Общества.

1. Перечень действий, совершаемых с персональными данными, и способы их обработки
   1. Обработка персональных данных Общества осуществляется путем сбора, записи, систематизации, накопления, хранения, уточнения (распространения, обновления, изменения), извлечения, использования, передачи (предоставления, доступа), обезличивания, блокирования, удаления, уничтожения персональных данных.
   2. Общество осуществляет обработку персональных данных следующими способами:

* неавтоматизированная обработка персональных данных;
* автоматизированная обработка персональных данных;
* смешанная обработка персональных данных.

1. Условия обработки персональных данных в Обществе
   1. Обработка персональных данных в Обществе осуществляется на основании:

* согласия Субъекта персональных данных на обработку его персональных данных;
* возложенных на Общество законодательством РФ функций, полномочий и обязанностей;
* участия Субъекта персональных данных в конституционном, гражданском, арбитражном, административном, уголовном судопроизводстве, судопроизводстве в арбитражных судах;
* исполнения судебного акта, акта другого органа или должностного лица, подлежащих исполнению в соответствии с законодательством РФ об исполнительном производстве;
* исполнения договора, стороной которого либо выгодоприобретателем или поручителем, по которому является Субъект персональных данных, а также для заключения договора по инициативе Субъекта персональных данных или договора, по которому Субъект персональных данных будет являться выгодоприобретателем или поручителем;
* для защиты жизни, здоровья или иных жизненно важных интересов Субъекта персональных данных, если получение согласия Субъекта персональных данных невозможно;
* для осуществления прав и законных интересов Общества или третьих лиц, либо для достижения общественно значимых целей при условии, что при этом не нарушаются права и свободы субъекта персональных данных;
* обработка персональных данных, доступ неограниченного круга лиц к которым предоставлен субъектом персональных данных;
* в статистических или иных исследовательских целях, за исключением целей, предусмотренных Федеральным законом № 152, при условии обязательного обезличивания персональных данных.
* требований законодательства РФ к обработке персональных данных, подлежащих опубликованию или обязательному раскрытию.
  1. Общество обрабатывает персональные денные, ставшие известными в связи с реализацией уставных задач и целей деятельности Общества и в результате, но не ограничиваясь:
* заключения гражданско-правовых договоров;
* заключения соглашений о сотрудничестве;
* оформления и/или получения доверенностей (в том числе от имени Общества);
* получения любых иных документов от клиентов, контрагентов Общества, необходимых для заключения Обществом договоров с такими лицами;
* поступления в Общество письменных, в том числе электронных, обращений, запросов, заявлений, жалоб, ходатайств;
* переписки по электронной почте;
* получения документов посетителей при посещении ими помещений Общества;
* осуществления иных действий, предусмотренных действующим законодательством РФ или внутренними документами Общества.
  1. Обработка специальной категории персональных данных, касающейся состояния здоровья Субъекта персональных данных, осуществляется с согласия Субъекта персональных данных на обработку своих персональных данных в письменной форме или в ином порядке, прямо установленным законодательством РФ.
  2. Общество вправе поручить обработку персональных данных третьему лицу с согласия Субъекта персональных данных на основании заключаемого с этим лицом поручения на обработку персональных данных.
  3. В поручении на обработку персональных данных указываются цели обработки и перечень действий (операций) с персональными данными, которые будут совершаться лицом, осуществляющим обработку персональных данных, а также обязанности третьего лица по обеспечению конфиденциальности и безопасности персональных данных.
  4. Доступ к обрабатываемым персональным данным предоставляется только тем работникам Общества, которым он необходим в связи с исполнением ими своих должностных обязанностей.
  5. Передача Обществом персональных данных государственным органам производится только в рамках их полномочий и в объеме, предусмотренном законодательством РФ.
  6. Трансграничная передача персональных данных осуществляется на территорию иностранных государств, являющихся сторонами Конвенции Совета Европы, иностранных государств, обеспечивающих адекватную защиту прав Субъектов персональных данных, а также на территорию государств, не обеспечивающих адекватную защиту прав Субъектов персональных данных.
  7. Трансграничная передача персональных данных на территорию государств, не обеспечивающих адекватную защиту прав Субъектов персональных данных, осуществляется:
* при наличии согласия Субъекта персональных данных на трансграничную передачу его персональных данных;
* для исполнения договора, стороной которого является Субъект персональных данных;
* для защиты жизни, здоровья, иных жизненно важных интересов Субъекта персональных данных или других лиц при невозможности получения согласия;
* в случаях, предусмотренных международными соглашениями РФ, федеральными законами.
  1. Обработка персональных данных прекращается при достижении целей обработки, утрате правовых оснований обработки, установленных законодательством РФ, или отзыве согласия на обработку персональных данных Субъектом персональных данных в порядке и в соответствии с положениями законодательства РФ.

1. Права Субъекта персональных данных
   1. Права Субъекта персональных данных регулируются действующим законодательством, в частности, статьями 14 - 17 Федерального закона № 152.
   2. Субъект персональных данных имеет право на:

* получение информации в объеме, в порядке и на условиях, установленных законодательством РФ;
* уточнение, блокирование или уничтожение своих персональных данных, если они являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки;
* отзыв согласия на обработку персональных данных;
* защиту своих прав и законных интересов в уполномоченном органе по защите прав субъектов персональных данных или в суде.
  1. Право Субъекта персональных данных на доступ к его персональным данным может быть ограничено в соответствии с федеральными законами, в том числе, если доступ Субъекта персональных данных к его персональным данным нарушает права и законные интересы третьих лиц.

1. Меры, принимаемые Обществом для обеспечения выполнения обязанностей при обработке персональных данных
   1. Для обеспечения безопасности персональных данных Общество принимает необходимые и достаточные организационные и технические меры для защиты от неправомерного или случайного доступа, уничтожения, изменения, блокирования, копирования, распространения, а также от иных неправомерных действий с персональными данными.
   2. Обеспечение безопасности персональных данных достигается, в частности:

* назначением лиц, ответственных за организацию обработки и обеспечение безопасности персональных данных;
* разработкой, внедрением и поддержанием в актуальном состоянии комплекта внутренних нормативных документов в отношении обработки персональных данных;
* определением угроз безопасности персональных данных при их обработке в информационных системах персональных данных;
* оценкой возможного вреда, который может быть причинен Субъектам персональных данных в случае нарушения Федерального закона № 152;
* применением организационных и технических мер по обеспечению безопасности персональных данных, исполнение которых обеспечивает установленные Правительством РФ уровни защищенности персональных данных;
* применением прошедших в установленном порядке процедуру оценки соответствия средств защиты информации;
* оценкой эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;
* учетом лиц, допущенных к обработке персональных данных;
* учетом материальных носителей персональных данных;
* обнаружением фактов несанкционированного доступа к персональным данным и принятием мер;
* восстановлением персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;
* установлением правил доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечением регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных;
* ограничением доступа в помещения, где размещены технические средства, осуществляющие обработку персональных данных, а также хранятся носители информации;
* контролем за принимаемыми мерами обеспечения безопасности персональных данных и уровня защищенности информационных систем персональных данных;
* ознакомлением работников Общества, непосредственно осуществляющих обработку персональных данных, с положениями законодательства РФ и внутренними нормативными документами в отношении обработки и защиты персональных данных.
  1. Контроль за выполнением требований по защите персональных данных организуется и проводится самостоятельно и (или) с привлечением на договорной основе юридических лиц и индивидуальных предпринимателей, имеющих лицензию на осуществление деятельности по технической защите конфиденциальной информации.
  2. Комплекс мероприятий и технических средств по обеспечению безопасности персональных данных разрабатывается с учетом результатов оценки возможного вреда Субъекту персональных данных, который может быть нанесен в случае нарушения безопасности его персональных данных, актуальных угроз безопасности персональных данных, а также требований к уровню защищенности персональных данных.
  3. При сборе персональных данных Обществом обеспечивается запись, систематизация, накопление, хранение, уточнение (обновление, изменение) извлечение персональных данных граждан РФ с использованием баз данных, расположенных на территории РФ.
  4. Общество обеспечивает неограниченный доступ к настоящей Политике путем опубликования на официальном сайте Общества в сети Интернет или иным способом.

1. Контроль версий документа

|  |  |  |  |
| --- | --- | --- | --- |
| Номер версии | Дата создания версии | Должность Ответственного за разработку ВНД | ФИО Ответственного за разработку ВНД |
| 01 | 25.11.2020 |  |  |

1. В случае внесения изменений или дополнений в нормативные правовые акты и ВНД, включенные в данный раздел, после утверждения Политики применяются актуальные редакции указанных документов [↑](#footnote-ref-1)